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Введение

На сегодняшний день, в условиях жесткой конкуренции и при высоком уровне выраженности общественно-политических, валютных, инвестиционных, технологических и иных рисков, каждый руководитель должен заботиться о формировании надежной системы экономической безопасности в своей организации. В независимости от масштаба предприятия всегда существует угроза подрыва стабильности функционирования, иными словами угроза дестабилизации экономической безопасности той или иной организации. Многие авторы выделяют два подхода к понятию экономическая безопасность предприятия[3]. Согласно первому, данную дефиницию следует рассматривать как предположительное отсутствие опасности и возможности появления каких-либо угроз его функционированию. Второй подход к данному определению рассматривает экономическую безопасность предприятия как его реальную защищенность от опасности, под которой понимают способность реализовывать свои задачи и функции несмотря на наличие неблагоприятных факторов. Проблема безопасности предприятия на сегодняшний день очень актуальна, поскольку наиболее существенными опасностями для организаций на современном этапе стали криминализация общества, коррумпированность государственных чиновников и правоохранительных органов. Помимо этого, сегодня на многих даже крупных предприятиях нет организованной системы экономической безопасности, которая будет ограждать от каких-либо угроз экономический субъект. Именно поэтому сегодня в каждой организации необходим отдел, который будет заниматься решением данной проблемы, так как сосредоточение данной функции в компетенции штатного сотрудника, занимающегося деятельностью другого подразделения может способствовать совершению им умышленно или по неосторожности ошибок или каких-либо нарушений.

Объектом исследования является состояние экономической безопасности в организации.

Предметом исследования является разработка мероприятий для эффективного обеспечения экономической безопасности организации.

Целью работы является выявление угроз экономической безопасности организации, разработка мер, направленных на минимизацию данных угроз

Задачами работы являются:

1. Изучить основные аспекты безопасности организации.
2. Выявить угрозы, которые могут быть нанесены организации и их источники
3. Определить мероприятия, направленные на снижение угроз экономической безопасности предприятия.
4. Теоретические аспекты исследования экономической безопасности организации
	1. Понятие и сущность экономической безопасности организации.

Сегодня, в условиях жесткой конкуренции самым главным вопросом является то, как обезопасить свою организацию от разного рода угроз. Безопасность предприятия является одним из главных вопросов в его функционировании, уровень защищенности организации – залог успеха ее деятельности. Понятие экономическая безопасность появилось в лексиконе российских ученных на рубеже 19-20 веков [7]. Уже позже экономическую безопасность начали рассматривать в масштабах государства, субъекта, предприятия.

Эффективное функционирование предприятия в современных условиях зависит от того, насколько оперативно его руководство и специалисты способны избежать возможные угрозы и ликвидировать вредные последствия отдельных отрицательных составляющих внешней и внутренней среды. К внешним угрозам, как правило, относят противоправную деятельность конкурентов, несостоятельных деловых партнеров, уволенных сотрудников. К внутренним угрозам относят действия и бездействия сотрудников, утечку информационных ресурсов, которые составляют коммерческую тайну предприятия. Помимо разделения угроз безопасности организации на внешние и внутренние стоит отметить, что в зависимости от субъектной обусловленности отрицательные влияния на экономическую безопасность могут быть объективными и субъективными[9]. Объективными считаются такие негативные влияния, которые возникают не по вине самого предприятия или его отдельных работников. Субъективные влияния имеют место вследствие неэффективной работы предприятия в целом или его отдельных работников. Иными словами эффективность деятельности организации зависит от уровня обеспеченности экономической безопасности в организации, под которой понимают состояние наиболее эффективного использования ресурсов для предотвращения угроз и обеспечения стабильного функционирования предприятия [2]. Отсюда главной целью экономической безопасности предприятия является обеспечение его продолжительного и максимально эффективного функционирования на сегодняшний день и высокого потенциала развития в будущем. Субъектами безопасности предприятия могут быть как внутренние службы и персонал, к которым относят специализированные субъекты (спасательные службы, служба безопасности, пожарная часть), полуспециализированные субъекты – юридический отдел, так и внешние органы и организации: правоохранительные органы, суды, законодательные органы, органы исполнительной власти.

Экономическую безопасность организации следует разделить на три большие группы[11] по объектам (внешняя и внутренняя), безопасность ресурсов (кадровая, технико-технологическая), безопасность потоков( финансовая и транспортная безопасность). Для выявления особенностей каждой составляющей детальной разберем каждую группу.

Классификация экономической безопасности организации:

1. По объектам:

 а) внешняя безопасность. Внешними субъектами здесь могут выступать органы правовой защиты, налоговые органы. Они обеспечивают регулирующее воздействие макроэкономического и социально-политического характера на хозяйственную деятельность организаций.

б) внутренняя безопасность. Внутренними субъектами, как правило выступают эксперты службы безопасности, созданной в организации, руководители предприятия. Они контролируют риски, осуществляют мониторинг рыночных изменений, которые могут положительно или отрицательно повлиять на результаты хозяйственной деятельности предприятия, исполняют весь комплекс предупредительных и реакционных мер, связанных с рисками и новыми перспективами для повышения степени экономической безопасности.

2. Безопасность ресурсов:

а) кадровая безопасность. Включает охрану качества человеческих ресурсов с помощью системы мероприятий, основная цель которых состоит в повышение уровня образования персонала путем проведения повышения квалификации, работа по укреплению корпоративного духа для обеспечения комфортной психологической обстановки в коллективе. В виду человеческого фактора рассматривается и безопасность, связанная с защитой от мошенничества (воровства, шпионажа в пользу конкурентов, применения имущества предприятия в личных целях).

б) технико-технологическая безопасность. Основывается на защите технических и технологических ресурсов организации от возможного ущерба, поломок оборудования, пожаров и прочих форс-мажорных обстоятельств.

3. Безопасность потоков:

 а) финансовая безопасность. Основывается на обеспечении оперативности расчетов с поставщиками и клиентами, планирование и контроле финансирования процесса производства, погашении задолженностей организации перед контрагентами.

б) транспортная безопасность. Данный вид безопасности предполагает не только защиту транспортируемой продукции и сырья, но и безопасность всех транспортных потоков в организации, их надежность, защиту от мошенничества и повреждений.

Проанализировав вышесказанное, следует сделать вывод, что экономическая безопасность предприятия является многогранным элементом его функционирования, именно от защищенности организации зависит успех ее деятельности в той или иной сфере бизнеса, а также зависит привлекательность для будущих инвесторов. При этом необходимо грамотно создавать на предприятии систему обеспечения экономической безопасности, с учетом всех принципов и составляющих, на детали которых необходимо особенно уделить внимание.

* 1. Критерии и показатели экономической безопасности организации.

Помимо централизованной системы экономической безопасности в организации, необходимо разобраться в ее критериях, поскольку основополагающим элементом при исследовании экономической безопасности организации является выбор ее критерия. Он предполагает признак или сумму признаков, на основании которых делается заключение о состоянии экономической безопасности предприятия. Такой критерий должен не просто констатировать наличие экономической безопасности предприятия, но и оценивать его уровень.

Рассмотрим, с помощью каких критериев можно оценивать экономическую безопасность организации. Так, многие авторы выделяют четыре стороны критериев[6]:

 1. Организационная сторона – в этом случае предполагается сохранение как самого предприятия, так и его организационной целостности, нормальное функционирование основных подразделений. Основные подразделения фирмы выполняют все свои функции для достижения основной цели предприятия.

2. Правовая сторона – обеспечение соответствия деятельности фирмы действующему законодательству, что выражается в отсутствии претензий со стороны правоохранительных органов к организации. Кроме того, отсутствуют потери от сделок с внешними партнерами вследствие нарушения последними законодательства .Это обеспечивается юридической экспертизой всех осуществляемых операций и сделок, заключаемых договоров.

3. Информационная сторона – безопасность может быть оценена как сохранение состояния защищенности внутренней конфиденциальной информации от утечки или разглашения в различных формах.

4. Экономическая сторона – проявляется в стабильных или имеющих тенденцию к росту основных финансово-экономических показателях деятельности фирмы к ним можно отнести собственный капитал предприятия, рентабельность, объем годового оборота. В них отражаются общие результаты обеспечения безопасности с организационной, правовой, информационной и собственно экономической сторон. Помимо этого сюда можно отнести отсутствие штрафов и иных санкций со стороны государственных органов за нарушение налогового законодательства.

Многие ученные неоднократно принимали попытки количественной оценки уровня экономической безопасности предприятия, из чего сформировались нескольких подходов к оценке уровня экономической безопасности предприятия. Так, известен индикаторный подход, при котором уровень экономической безопасности определяется с помощью так называемых индикаторов [4] . Индикаторы рассматриваются как пороговые значения показателей, характеризующих деятельность организации в различных функциональных областях, соответствующие определенному уровню экономической безопасности. Оценка экономической безопасности предприятия устанавливается по результатам сравнения абсолютного или относительного фактических показателей деятельности предприятия с индикаторами.

Согласно данному подходу оценивать состояние экономической безопасности предприятия необходимо по определенной системе основных показателей. Они должны  отражать отраслевую специфику и условия деятельности предприятия. К ним отнесены: производственные, финансовые и социальные показатели [1]. Так, составляющими производственных показателей являются: динамика производства, здесь мы можем наблюдать рост, спад, стабильное состояния производственных процессов; темпы обновления основных производственных фондов, уровень загрузки производственных мощностей; оценка конкурентоспособности производимой продукции. Составляющими финансовых показателей являются: общий объем предполагаемых продаж, фактический и необходимый объем инвестиций, уровень рентабельности производства, фондоотдача производства. Составляющими социальных показателей являются: кадровый потенциал предприятия, уровень задолженности перед работниками экономического субъекта, а также средний уровень заработной платы на предприятии.

При этом, по нашему мнению, стоит обратить внимание на то, что состояние экономической безопасности организации проходит несколько этапов [16], которые связаны с индикаторами экономической безопасности. Во-первых, стабильный. Индикаторы экономической безопасности находятся в пределах пороговых значений, а степень использования имеющегося потенциала близка установленным нормам и стандартам. Во-вторых, предкризисный. Несоответствие хотя бы одного из индикаторов экономической безопасности пороговому значению, а другие приблизились к барьерным значениям. При этом не были утрачены технические и технологические возможности улучшения условий и результатов производства путем принятия мер предупредительного характера. В–третьих, кризисный. Несоответствие большинства основных индикаторов экономической безопасности пороговому значению, появляются признаки необратимости спада производства и частичной утраты потенциала вследствие исчерпания технического ресурса оборудования и площадей, сокращения персонала. В-четвертых, критический. Нарушаются все барьеры, отделяющие стабильное и кризисное состояния развития производства, а частичная утрата потенциала становится неизбежной и неотвратимой.

По мимо индикаторного подхода следует выделяют ресурсно-функциональный подход [15], в соответствии с которым оценка уровня экономической безопасности организации осуществляется на основе оценки состояния использования корпоративных ресурсов по специальным критериям. При этом в качестве корпоративных ресурсов рассматриваются факторы бизнеса, используемые владельцами и менеджерами предприятия для выполнения целей бизнеса. Это могут быть капитал, информация, технологии. В соответствии с данным подходом наиболее эффективное использование корпоративных ресурсов, необходимых для выполнения целей данной организации достигается путем предотвращения воздействия негативных угроз на безопасность организации и достижения таких целей экономической безопасности предприятия, как эффективность финансовой деятельности предприятия, его финансовая и технологическая независимость, высокий уровень квалифицированного персонала, обеспечение защиты информационной среды организации.

Проанализировав вышесказанное, необходимо сделать вывод о том, что система критериев и показателей экономической безопасности организации, является основой для исследования и анализа ее безопасности. Ведь правильный выбор критерия дает возможность наиболее точно оценить уровень безопасности организации, какой этап на данный момент проходит состояние экономической безопасности в организации (стабильный, предкризисный, кризисный, критический), тем самым определить реально возможные угрозы, которые могут быть нанесены организации вследствие воздействия внешней или внутренней среды, что позволит грамотно составить программу мероприятий по предупреждению и снижению выявленных нами угроз.

* 1. Правовое обеспечение экономической безопасности организации в РФ .

Ранее мы выделили виды экономической безопасности организации, разобрались с системой безопасности в организации, определив ее цели и принципы построения, выделили ее критерии и показатели, но для качественного и правильного функционирования системы экономической безопасности в любой организации необходимо изучить законодательство, нормативно-правовые акты, которые регламентируют правовое положение экономической безопасности организации, поскольку гарантом продуктивной деятельности системы безопасности предприятия является надлежащее исполнения нормативного законодательства в этой области [22]. Так, во-первых необходимо обратится к конституции Российской Федерации, при анализе которой мы можем увидеть, что главой второй каждому гражданину гарантируется экономическая, информационная безопасность его прав и свобод. Во-вторых, следует упомянуть “Закон о безопасности”, который является основой при разработке концепции безопасности будь то в РФ, субъекте РФ, на предприятии. Там представлено содержание деятельности по обеспечению безопасности, предмет регулирования настоящего закона. В-третьих, Гражданский кодекс Российской Федерации, который в частности занимается вопросами регулирования отношений между лицами, осуществляющими предпринимательскую деятельность. Закон РФ "О частной детективной и охранной деятельности", в котором частная и охранная деятельность рассматривается как оказание на возмездной и безвозмездной договорной основе услуг, которые обеспечивают экономическую и информационную безопасность законных прав и интересов своих клиентов. Основная часть оказания услуг относится к процессу возмещения ущерба, нанесённого вследствие криминальной конкуренции, и локализации ее последствий. Закон РФ "Об оперативно-розыскной деятельности" позволяет проводить силами службы экономической безопасности комплекс мероприятий, не ограничивающих конституционные права граждан. В частности, среди таких мероприятий, относящихся к предпринимательской деятельности выделяют: физическую охрану граждан, имущества и помещений физических и юридических лиц; обеспечение безопасности перевозки денежных средств и ценных грузов, которыми могут быть драгоценные металлы, а также обеспечение безопасности при проведении деловых встреч. Помимо основных нормативно - правовых актов и законов существуют те, которые регламентируют деятельность организации в той сфере деятельности, в которой она функционирует. К примеру, ФЗ «Об основах государственного регулирования торговой деятельности в Российской Федерации».

Таким образом, правовая составляющая является необходимым элементом для эффективного функционирования системы экономической безопасности в организации. Следуя ей можно правильно организовать деятельность экономического субъекта , грамотно решить проблемы фирмы, связанные с взаимодействием с контрагентами, штатными сотрудниками организации.

2. Направления укрепления экономической безопасности организации.

 2.1 Угрозы экономической безопасности организации.

Экономическая безопасность организации может быть подвергнута различному роду угроз, под которыми понимают совокупность внешних и внутренних факторов, которые создают опасность для нормального функционирования предприятия. Ранее нами было отмечено, что к ним относятся угрозы внешнего и внутреннего характера [8]. Для каждого предприятия их нужно рассматривать индивидуально, в зависимости от отрасли, масштаба деятельности, сезонности продукции, но при этом, существует ряд универсальных угроз, присущих любой организации. Рассмотрим более подробно данные угрозы, а также причины их возникновения. Так, внешние угрозы могут исходить от конкурентов организации; может быть давление криминальных структур, в советские времена это называлось рэкетом; противоправные действия ранее уволенных сотрудников, которые могут выражаться в обнародовании коммерческой информацией предприятия. Среди внутренних угроз, которым наиболее часто подвергается организация следует, выделить деятельность сотрудников. Они могут делать различного рода ошибки в отчетности, товарных накладных, как умышлено, так и по неосторожности. Помимо этого угрозами внутреннего характера являются утечка информации от сотрудников организации в конкурирующую фирму, воровство продукции работниками для увеличения своего дохода преступным путем, возникновение проблем во взаимоотношениях с существующими партнерами. Внутренние угрозы безопасности предприятия могут быть непреднамеренные в случаях, когда они связаны с отказом коммуникационной и вычислительной техники, техническими ошибками сотрудником, отказом программного обеспечения. Теперь выявим, источники угроз безопасности организации. Так, источниками внешних угроз могут быть [18]:

1. Рынок. Изменение курса волют, изменение спроса на продукт, усиление конкуренции в сфере деятельности организации – все это является важнейшим фактором, порождающим возникновения опасности экономической деятельности фирмы.

2. Недобросовестная конкуренция. Предприятие, которое является конкурентом может организовать неожиданную проверку вашей организации, прислать покупателя, который напишет плохой отзыв о вашем предприятии, что также негативно повлияет на его деятельность.

 3. Стихийные бедствия, аварии на производстве.

Среди источников, которые порождают внутренние угрозы в организации следует выделить следующие [5]:

 1. Сотрудники организации. Именно персонал является наибольшей угрозой для экономической безопасности. Его правонарушения в деятельности организации могут носить как случайный характер, когда сотрудник делает ошибки из-за невнимательности, либо же умышленно, когда разглашает конфиденциальную информацию конкурентам, производит хищение средств организации, путем вовлечения сторонних лиц либо же своими силами.

 2. Несовершенство механизма контрольных процедур на предприятии. Отсутствие надзорного органа либо же мастера на производстве, который будет заниматься контролем за деятельностью сотрудников.

Таким образом, проанализировав многообразие угроз безопасности предприятия, можно сделать вывод о том, что надежная экономическая защита любой компании возможна только при комплексном и системном подходе к ее организации, с чем возникает необходимость создания на предприятии системы экономической безопасности, которая будет заниматься решением проблем, связанных с подрывом репутации организации, минимизации угроз экономической безопасности.

 2.2 Противодействия угрозам безопасности организации.

Проанализировав все угрозы, которые негативно влияют на экономическую безопасность организации, а также источники таких угроз, необходимо разработать механизмы для их противодействия. Так, начнем с того, как противодействовать угрозам внешнего характера. Ранее нами была выделена такая угроза, как воздействие рынка, в частности рассмотрим изменение курса валют на примере предприятия. Например, возьмем предприятие, занимающееся производством торгового оборудования, которое имеет производственную линию по покраске своей продукции. Краску организация закупает в иностранной валюте, поскольку она не отечественного производства. Поэтому, изменение курса которой мы наблюдаем ежедневно может нанести ущерб экономической безопасности предприятия. Для его минимизации необходимо чтобы в компании был сотрудник, занимающийся рисками рынка и в частности наблюдениями за валютными изменениями. Что касается снижения такой угрозы, как противоправная деятельность ранее уволенных сотрудников, то в частности для минимизации риска разглашения конфиденциальной информации организации конкурирующим компаниям, нужно постоянно усовершенствовать электронную систему хранения документов организации без права переносить файлы на электронные носители ( флэшки,диски), что на много снизит возможность передачи большого массива коммерческой информации контрагенту. Далее, для снижения такой опасности, как давление противоправных и криминализированных структур, нужно чтобы на предприятии функционировала служба безопасности, занимающаяся решением этих вопросов, без привлечения штатных сотрудников других отделов. Проанализируем методы защиты от внутренних угроз. Так, противодействием кражи сотрудником того или иного товара является разработка, ввод в действие и поддержание на объектах предприятия пропускного и внутри объектового режимов, которые предусматривают порядок пропуска в организацию сотрудников и клиентов, порядок ввоза и вывоза готовой продукции, сырья. Проблема противоправной деятельности сотрудников была еще и в советское время, но в условиях рыночной экономики, конкуренции она с каждым годом возрастает. Да, полностью эту проблему решить довольно сложно, но данные методы являются начальными этапами в этой борьбе. Возможно, в будущем, когда все предприятия перейдут только на осуществление деятельности исключительно на электронных носителях, риск возникновения данной угрозы исчезнет. По статистики, после введения пропускной системы в организации, снижение данной угрозы на российских предприятиях в среднем составляло 20 %, что, несомненно является положительным фактором. Что касается угроз, исходящих от контрагентов предприятия, то покупателей нужно разделить на четыре группы, в зависимости от суммы сделки и срока погашения дебиторской задолженности: критические контрагенты; ненадежные контрагенты; обычные контрагенты; надежные контрагенты [12]. Оценка надёжности контрагента производится на основании трех показателей: средневзвешенного периода просрочки, объёма продаж, объема просроченной задолженности. Отнесение контрагента к той или иной группе осуществляется на основе интегральной оценки, которая рассчитывается как произведение бальных оценок по всем трём показателям. К критическим контрагентам относятся предприятия с баллами от 1 до 10.К ненадёжным с 10 - 20 баллов, к обычным с 21 – 30, к надежным с 30 и более. Далее предприятие уже должно принять решение, на каких контрагентов стоит обратить внимание, задуматься над решением вопроса: как ускорить погашение задолженности данной организации? Среди внутренних проблем стоит указать состояние ликвидности предприятия, под которой понимают это возможность и степень покрытия обязательств предприятия его активами. Низкий уровень ликвидности предприятия является негативным фактором. Нормальное значение коэффициента текущей ликвидности должно быть больше или равно 2. Повысить ее возможно путем увеличения доли мобильных активов в структуре оборотных активов посредством ускорения оборачиваемости оборотных средств, в результате чего высвободятся денежные средства, которые будут откладываться на расчетных счетах компании. Но при этом нужно учитывать риск снижения прибыльности деятельности организации. Также повысить ликвидность баланса возможно путем постепенного сокращения кредиторской задолженности.

Таким образом, предложенные меры будут иметь положительный эффект для укрепления безопасности, поскольку они подходят для минимизации угроз, которые присуще для любой организации, вне зависимости от ее сферы деятельности.

3. Система безопасности предприятия как основа его функционирования.

 3.1 Проблемы специалистов в области экономической безопасности.

Ранее мы выявили, каким угрозам может быть подвержена экономическая безопасность организации, а также какие меры противодействия и предупреждения данных угроз может применить организация. Для грамотной реализации программы по устранению угроз, на предприятии необходим специалист по экономической безопасности, в должностные обязанности которого будет входить: обеспечение правовой и организационной защиты компании и коммерческой тайны; обеспечение соблюдения стандартов безопасности компании, контрольно-пропускного режима; обеспечение сохранности товарно-материальных ценностей, предотвращение хищений; проверка подлинности предоставляемых документов; подготовка заключений, оформление документов о неразглашении сведений, составляющих коммерческую тайну.

Так, в последнее время в высших учебных заведениях большую популярность среди будущих студентов имеет направление подготовки- специалист в области экономической безопасности. С каждым годом набор на данную специальность возрастает. Обратимся к ФГОС 35.05.01 Экономическая безопасность [23]. В данном госте представлены навыки и умения, которыми в процессе обучения сможет обладать ваш потенциальный сотрудник. Так, объектами профессиональной деятельности выпускников данной специальности, освоивших программу специалитета, являются: общественные отношения в сфере обеспечения законности и правопорядка экономической безопасности предприятия, события и действия, создающие угрозы экономической безопасности предприятия, поведения хозяйствующих субъектов, их затраты, риски и результаты экономической деятельности. В соответствии с ФГОС 35.05.01 в подготовку специалиста входит подготовка к таким видам профессиональной деятельности, как расчетно-экономическая, правоохранительная, информационно-аналитическая, организационно- управленческая, научно – исследовательская. При этом одной из главной проблем специалистов экономической безопасности является отсутствие должностей в организационной структуре хозяйствующих субъектов. Квалифицированные специалисты, получившие подготовку, как в области экономических наук, так и в области юриспруденции попросту не могут найти себе работу, поскольку на сегодняшний день во многих организациях отсутствует служба безопасности.

Таким образом, проанализировав вышесказанное, можно сделать вывод о том, что на сегодняшний день в вузах России очень востребовано направление подготовки “ специалист по экономической безопасности”, но рабочих мест для данных специалистов по профессии очень мало, именно в этом кроется проблема специалистов в области экономической безопасности предприятия. Сегодня мы наблюдаем нехватку производственных сил: механиков, инженеров, конструкторов. Все стремятся получить образование юристов и экономистов, но стране в конечном итоге просто не хватает рабочих мест по данным специальностям. Поэтому, сегодня, когда обеспечение безопасности предприятия является одной из главной проблем бизнеса, необходимо создавать отдел безопасности, в котором будут трудиться на благо фирмы молодые специалисты, получившие основные, а также фундаментальные знания в области того, как обезопасить предприятия от каких-либо угроз.

* 1. Система экономической безопасности в организации.

Проанализировав особенности подготовки и задачи специалистов экономической безопасности на предприятии, необходимо разобраться в особенностях формировании системы безопасности в организации. Так, по нашему мнению дабы избежать нанесения негативных последствий деятельности организации, необходимо сформировать систему экономической безопасности в фирме, которая представляет собой единый организационно-технический комплекс управленческих, технических, режимных, профилактических и пропагандистских мероприятий, нацеленных на качественную реализацию и защиту интересов предприятия от внутренних и внешних угроз. Именно система экономической безопасности в организации позволяет избежать нанесение угроз, вытекающих из внешней и внутренней среды. По нашему мнению, среди главных задач, которые входят в компетенцию данного отдела на предприятии являются [13]:

1) защита прав и интересов предприятия и его сотрудников

2) анализ текущего положения предприятия и выявления перспективных прогнозов его деятельности

3) изучение партнеров, конкурентов, кандидатов на работу в компании,

выявление, предупреждение и пресечение возможной противоправной и иной негативной деятельности сотрудников предприятия в ущерб его безопасности;

4) контроль за эффективностью функционирования системы безопасности, совершенствование ее элементов.

5) обеспечение сохранности материальных ценностей и сведений, составляющих коммерческую тайну предприятия.

Так, по нашему мнению, формирование системы безопасности в организации целесообразнее начать с определения внешних и внутренних угроз, которые могут быть нанесены предприятию, затем провести анализ текущего состояния предприятия, определить в каких сферах его деятельности наблюдаются отклонения от нормативных значений, сформировать модель системы обеспечения экономической безопасности. Заключительным звеном данной схемы является разработка мер предотвращения и ликвидации последствия воздействия угроз и опасностей. Для наглядности представим в виде рисунка схему формирования системы экономической безопасности на предприятии [14].

Формирование системы экономической безопасности в организации

Выявление внешних и внутренних угроз

Меры предотвращения угроз безопасности

Анализ текущего состояния организации

Модель обеспечения безопасности

Рис. 1 – Формирование системы экономической безопасности на предприятии.

Не стоит забывать о том, что перед созданием данного органа в организации, необходимо обратить внимание на принципы, на основе которых он будет осуществлять свою деятельность [19]. Во-первых, это п**риоритет мер предупреждения.** Содержание этого принципа предполагает своевременное выявление тенденций и предпосылок, способствующих развитию угроз, на основе анализа которых вырабатываются соответствующие профилактические меры по недопущению возникновения реальных угроз. Во-вторых, принцип законности, который предполагает разработку мер безопасности организации в рамках действующих правовых актов, законов. В-третьих, комплексное использование сил и средств. Содержание данного принципа подразумевает, что для эффективного обеспечения безопасности на предприятии, необходимо использовать все имеющиеся в распоряжении предприятия силы и средства. Каждый сотрудник должен в рамках своей компетенции участвовать в обеспечении безопасности предприятия. По мимо этого не стоит забывать об экономической целесообразности - стоимость финансовых затрат на обеспечение безопасности не должна превышать тот оптимальный уровень, при котором теряется экономический смысл их применения. И самым главным принципом, по нашему мнению является системность. Данный принцип заключается в учете всех факторов, оказывающих влияние на безопасность предприятия, включение в деятельность по его обеспечению всех сотрудников подразделений, использование в этой деятельности всех сил и средств. Для того чтобы достичь наиболее высокого уровня экономической безопасности, предприятие должно следить за обеспечением максимальной безопасности основных функциональных составляющих системы экономической безопасности предприятия под которыми понимают совокупность основных направлений его экономической безопасности, существенно отличающихся друг от друга по своему содержанию. Среди них выделяют финансовую, интеллектуальную и кадровую, технико-технологическую, политико-правовую, информационную [17]. По нашему мнению служба безопасности на предприятии должна включать юридический отдел, информационно-аналитический отдел, отдел финансовой и информационной безопасности.

Сегодня, в крупных организаций существуют грамотно созданные отделы, занимающиеся обеспечением безопасности деятельности организации. Так, например, предприятие ООО “Газпром добыча Краснодар” имеет службу корпоративной защиты, которая обеспечивает безопасность от каких-либо посягательств, ведет выявление, предупреждение и пресечение угроз на экономические интересы, безопасность организации, а также защиту жизни и здоровья сотрудников общества. Данная служба на предприятии функционирует с 1997 года и уже имеет в численности боле 100 сотрудников и находится в четырех субъектах Российской Федерации [21]. Стоит отметить, что такая большая численность штатных сотрудников данного отдела производит неизгладимое впечатление, поскольку мы можем наблюдать колоссальную работу, специалистов, которые ежедневно проводят мероприятия, направленные на обеспечение защиты своей организации.

### Таким образом, служба экономической безопасности на предприятии является одним из важных элементов функционирования экономического субъекта, поскольку она способна оградить предприятие от возможных угроз, подрывающих его экономическую деятельность или очень быстро минимизировать последствия воздействия дестабилизирующих факторов на деятельность организации. При этом не стоит забывать о потенциальных и будущих инвесторов компании, так предприятию, которое имеет собственную службу безопасности инвестор отдаст предпочтение, поскольку будет уверен, что за безопасностью данной организации следят квалифицированные специалисты, что на много снижает риск потери им вложенных средств, чем той организации, в которой данный орган отсутствует.

Заключение

Таким образом, понятие экономическая безопасность организации можно определить состояние наиболее эффективного использования ресурсов для предотвращения угроз и обеспечения стабильного функционирования предприятия.. Сегодня, в условиях жесткой конкуренции, предприятия подвержены различным угрозам, которые исходят как из внешней, так из внутренней среды предприятия. Именно поэтому цель данной работы состояла в выявлении потенциальные угрозы, присущих любому предприятию, а также в определении мер, направленных на минимизацию их распространения в организации .

 В работе нами были выявлены угрозы безопасности предприятия внешнего и внутреннего характера. Так, к внешним мы отнесли угрозы, исходящие от конкурентов организации, от криминальных структур, от ранее уволенных сотрудников. К внутренним мы отнесли умышленную и неумышленную деятельность сотрудников организации, в которой выделили ошибки, сделанные в документации, утечку информации в другую организацию, воровство продукции. Далее мы выделили меры противодействия данным негативным составляющим. Во- первых, для минимизации такой угрозы, как угрозы, исходящей от ранее уволенных сотрудников, в частности разглашение конфиденциальной информации организации, необходимо постоянно усовершенствовать электронную систему хранения документов организации без права переносить файлы на электронные носители (флэшки, диски), что на много снизит возможность передачи большого массива коммерческой информации контрагенту. Далее, для снижения такой опасности для экономической безопасности организации, как давление противоправных и криминализированных структур, нужно чтобы на предприятии функционировала собственный отдел охраны, который будет заниматься решением данных проблем. Мы проанализировали методы защиты от внутренних угроз. Так, противодействием кражи сотрудником того или иного товара является разработка, ввод в действие и поддержание на объектах предприятия пропускного и внутри объектового режимов, которые предусматривают порядок пропуска в организацию сотрудников и клиентов, порядок ввоза и вывоза готовой продукции, сырья. При этом мы разобрались в том, что на сегодняшний день, государство готовит много специалистов в данной области, ведь с каждым годом мы наблюдаем увеличение набора студентов на данную специальность. Причины этому следующие: Во-первых, сегодня одним из главных вопросов деятельности государства стоит вопрос обеспечения его безопасности, как на федеральном уровне , так и на уровне субъектов, а от сюда на уровне организаций. Во-вторых, с каждым годом обеспечить безопасность очень сложно, ведь появляются различные информационные программы, позволяющие навредить предприятию. В соответствии с этим набор на данную специальность очень велик. Но, при этом, возникает большая проблема трудоустройства подготовленных специалистов. Именно поэтому этого мы стали разбираться в том, почему необходимо сформировать систему безопасности на предприятии и как грамотно ее построить. Так, мы отметили, что структура службы безопасности должна включать в себя информационно-аналитический отдел, юридический отдел, отдел финансовой и информационной безопасности, данные отделы должны взаимодействовать. При этом, нами было отмечено, что формирование системы экономической безопасности должно включать в себя: выявление внешних и внутренних угроз, анализ текущего состояния организации, меры предотвращения угроз безопасности, а также модель обеспечения безопасности организации. Подводя итог вышесказанному, следует сказать, что обеспечение безопасности в организации является на сегодняшний день очень важной проблемой, ведь она постоянно подвергается разным угрозам, противодействие которым с каждым годом все труднее найти, именно поэтому в каждой организации должен функционировать отдел, занимающийся минимизацией риска возникновения угроз на конкретном предприятии.
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